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Abstract of the contribution: This paper proposes a solution enabling an IMS entity (I-CSCF, S-CSCF, IMS AS) to discover, in a deployment where both legacy HSS and HSS (combined with UDM or not) upgraded with SBI coexist, whether the HSS hosting the UE's IMS subscription data is SBI capable or not, as well as the HSS instance handling a user.
1.	Introduction
Solution#26 in TR 23.794 proposes a solution enabling an IMS entity (I-CSCF, S-CSCF, IMS AS) to discover whether the HSS hosting the UE's IMS subscription data is SBI capable or not based on the use of NRF services. 
However, the solution description and call flows are mixing the support of NRF to discover the HSS interface type with the possibility to also use the NRF for user identity to HSS resolution. 
The NRF is currently providing support in 5GC for user identity to UDM resolution in scenarios where multiple UDM instances supporting different sets of users are deployed in the 5GC HPLMN. It is natural to assume that the NRF can enable the same type of support for the IMS user identity to SBI capable HSS resolution following the similar principles as defined already in 5GC.  
This paper proposes a solution that clarifies the use of NRF services for: 
· the SBI capable HSS and IMS entities to register and discover IMS SBI services and to allow an SBI capable IMS entity to know the type of interface it shall use to access the HSS.

· The SBI capable IMS entity to discover the SBI capable HSS instances suitable for a given user identity in scenarios where multiple HSS instances supporting different sets of IMS users are deployed in the PLMN.
The solution description and call flows are updated accordingly as proposes below. 
2.	Proposal 
It is proposed to adopt the following solution for the normative phase
[bookmark: _Hlk971867]HSS Interface Type Discovery via NRF
In deployments with both legacy HSS accessible via Diameter and HSS (combined or not with UDM) upgraded with SBI, an SBI capable IMS entity (e.g. the I-CSCF, S-CSCF and IMS AS) needs to know the type of interface it shall use to access the HSS: SBI or Diameter.
In 5GC, the Network Repository Function, NRF maintains the NF profile of available NF instances and their supported services and enables service discovery of these services by services consumers; i.e. receive NF Discovery Request from NF consumer instance and provides the information of the discovered NF instances to the NF consumer instance.
This solution proposes to use existing NRF services to support registration and discovery of IMS SBI services and to allow an SBI capable IMS entity to know the type of interface it shall use to access the HSS as follows:
-	The SBI capable HSS registers to the NRF using the Nnrf_NFManagement_NFRegister Request message. The NF profile of the HSS registered in NRF includes all necessary information for an SBI capable IMS entity to send SBI service requests to the selected HSS service instance. 
-	The SBI capable IMS entity (e.g. I-CSCF), when it needs to discover an HSS, sends a Nnrf_NFDiscovery_Request to NRF. The discovery requests can be performed in the context of the PLMN ID, i.e. to discover available HSS instances within the PLMN. 
It is also understood that the SBI capable IMS entity will also make use of Nnrf_NFStatusSubscribe/Unsubscribe service operations with NRF to receive Nnrf_NFStatusNotify service operation with updates in the NF profiles of SBI capable HSS instances registered in NRF. 
-	If the NRF replies to the SBI capable IMS entity with the corresponding NF profiles for the registered SBI capable HSS in the PLMN, the SBI capable IMS entity knows that it is possible to use SBI services to communicate with the HSS. The SBI capable IMS can then select and send applicable SBI service requests to one of the available SBI capable HSS. 
- 	If no SBI capable HSS instance is available in the PLMN, then the NRF will reply to the SBI capable IMS entity with no information about available SBI capable HSS instances. In this case, the SBI capable IMS entity knows that it is NOT possible to use SBI services to communicate with the HSS. The SBI capable IMS shall then attempt to communicate with the HSS based on legacy Diameter procedures.
2.2 User Identity to HSS Resolution via NRF
In existing networks where multiple HSS instances supporting different sets of users are deployed, the I-CSCF (at IMS registration and UE INVITE), the S-CSCF (at IMS registration) and IMS AS determine the HSS to contact by using a Subscription Locator Function (SLF) as defined as TS 23.228 clause 5.8.
In 5GC deployments where different sets of UDM instances supporting different sets of users are deployed, the NRF plays a similar role as the SLF in IMS as defined in TS 23.501.  
This solution proposes to use NRF services extended with additional parameters to support deployments where multiple HSS instances supporting different sets of users are deployed as follows:
-	The SBI capable HSS registers to the NRF using the Nnrf_NFManagement_NFRegister Request message with following additional input parameters: range of IMPIs, range of IMPUs or HSS Group ID. Different SBI capable HSS instances will register in NRF using different ranges of IMPIs/IMPUs or HSS Group IDs. 
-	The SBI capable IMS entity (e.g. I-CSCF), when it needs to discover an HSS, sends a Nnrf_NFDiscovery_Request to the NRF in the context of the PLMN. 
In this case, the NRF replies to the SBI capable IMS entity with the corresponding NF profiles for the registered SBI capable HSS including supported sets of IMPI/IMPU ranges and/or HSS Group ID. 
-	When the SBI capable IMS entity needs to select an HSS in relation to an IMS procedure of a given IMPI/IMPU, the SBI capable IMS entity looks for a suitable SBI capable HSS instance in the list provided by the NRF. 
[bookmark: _Hlk977088]If the IMPI is in the IMPI range or the IMPU is in the range of IMPUs of any of the available SBI capable HSS in the PLMN returned by the NRF, the SBI capable IMS entity selects one of the SBI capable HSS instances supporting the IMPI/IMPU. 
· [bookmark: _Hlk976396]In cases where the IMPI/IMPUs supported by a given SBI capable HSS instance are not registered in NRF using ranges of IMPI/IMPUs but only using HSS Group ID, the SBI capable IMS entity will require to discover the SBI capable HSS instance(s) suitable for each individual IMPI/IMPU by sending a Nnrf_NFDiscovery_Request to the NRF with the following additional input parameters: IMPI (for an IMS registration), IMPU (for an UE INVITE).
In this case, the NRF stores a mapping between HSS Group ID and IMPI(s), IMPU(s) to enable discovery of HSS using IMPI/IMPU so the NRF is able to answer with Nnrf_NFDiscovery_Request Response message containing the NF profile of the HSS instance(s) in which the user's subscription data can be found. The SBI capable IMS entity selects one of the SBI capable HSS instances returned by the NRF.
- 	If no SBI capable HSS instance is available in the PLMN to serve a given IMPI/IMPU, then the SBI capable IMS entity knows that it is NOT possible to use SBI services to communicate with the HSS. The SBI capable IMS entity shall attempt to communicate with the HSS by using the SLF or the DRA as if there were only legacy Diameter-only based HSS.
This solution allows to eliminate the Dx and Dh Diameter interfaces from the IMS (Dx interface being the standard interface between CSCF and SLF, and Dh interface being the standard interface between AS and SLF).
[bookmark: _Toc536778173]2.3 	Extended NRF Service operations
NRF service operations defined in TS 23.502 [4] are extended as follows:
Table 2.3-1: NF services provided by the NRF
	Service Name
	Service Operations
	Operation
Semantics
	Example 5GC Consumer(s)
	Additional IMS consumers

	Nnrf_NFManagement
	NFRegister
	Request/Response
	AMF, SMF, UDM, AUSF, NEF, PCF, SMSF, NSSF, UPF, BSF, CHF
	HSS

	
	NFUpdate
	Request/Response
	AMF, SMF, UDM, AUSF, NEF, PCF, SMSF, NSSF, UPF, BSF, CHF
	HSS

	
	NFDeregister
	Request/Response
	AMF, SMF, UDM, AUSF, NEF, PCF, SMSF, NSSF, UPF, BSF, CHF
	HSS

	
	NFStatusSubscribe
	Subscribe/Notify
	AMF, SMF, PCF, NEF, NSSF, SMSF, AUSF, CHF
	I-CSCF, S-CSCF, AS

	
	NFStatusNotify
	
	AMF, SMF, PCF, NEF, NSSF, SMSF, AUSF, CHF
	I-CSCF, S-CSCF, AS

	
	NFStatusUnSubscribe
	
	AMF, SMF, PCF, NEF, NSSF, SMSF, AUSF, CHF
	I-CSCF, S-CSCF, AS

	Nnrf_NFDiscovery
	Request
	Request/Response
	AMF, SMF, PCF, NEF, NSSF, SMSF, AUSF, CHF
	I-CSCF, S-CSCF, AS

	Nnrf_AccessToken
	Get
	Request/Response
	AMF, SMF, PCF, NEF, NSSF, SMSF, AUSF, UDM
	I-CSCF, S-CSCF, AS, HSS



Nnrf_NFManagement_NFRegister, Nnrf_NFManagement_NFUpdate and Nnrf_NFManagement_NFDeregister service operations are used by the HSS as defined in TS 23.502 section 5.2.7.2 with the following differences:
· NF Type is set to HSS. IMPI range, IMPU range, HSS Group ID can be used as optional input parameters in Nnrf_NFManagement_NFRegister, Nnrf_NFManagement_NFUpdate service operations.
Nnrf_NFManagement_NFStatusSubscribe, Nnrf_NFManagement_NFNotify, Nnrf_NFManagement_NFStatusUnsubscribe and Nnrf_NFDiscovery_Request service operations are used by I-CSCF, S-CSCF, AS as defined in TS 23.502 section 5.2.7.2 with following differences:
-	IMPI (for an IMS Register if NF Type = I-CSCF), IMPU (for an UE Invite if NF Type = I-CSCF or if NF Type is S-CSCF or AS) can be used as optional input in Nnrf_NFDiscovery_Request service operation.

[bookmark: _Toc536778174]2.4 Call flows (based on call flows of TS 23.228 clause 5.8)
[bookmark: _Toc536778175][bookmark: _Hlk972801]2.4.1     HSS Interface Type Discovery via NRF


Figure 2.4.1-1: HSS interface type discovery
1.	An SBI capable HSS registers in NRF using Nnrf_NFManagement_NFRegister_Request. In case, different instances of HSS supporting different sets of IMPI/IMPUs are deployed in the PLMN, the HSS may include in the NRF registration the IMPI/IMPU ranges or HSS Group ID it supports.  
2.	The NRF registers the HSS instance in NRF and replies with a Nnrf_NFManagement_NFRegister_Response. 
3.	An SBI capable IMS entity can discover the SBI capable HSS instances available in the PLMN at any time using a Nnrf_NFDiscovery_Request. 
4.	The NRF provides the SBI capable IMS entity with the HSS instances registered in the PLMN. In case, different instances of HSS supporting different sets of IMPI/IMPUs are deployed in the PLMN, the NRF includes the IMPI/IMPU ranges or HSS Group ID each available SBI capable HSS instance supports. 
If no SBI capable HSS instance is available in the PLMN, then the NRF will reply to the SBI capable IMS entity with no information about available SBI capable HSS instances. 
5.	The SBI capable IMS entity stores the result of the NRF discovery. 
NOTE: 	The SBI capable IMS entity can request the NRF to be notified of updates in the SBI capable HSS instances registered in NRF by using a Nnrf_NFManagement_NFStatusSubscribe service operation. 
6.	The SBI capable IMS entity receives an IMS procedure related to a given IMS user (IMPI or IMPU depending on the procedure).   
7. 	The SBI capable IMS entity selects an HSS instance suitable for the IMS user. For this, the SBI capable IMS entity checks in the list of available SBI capable HSS instances provided by the NRF in step 5, if there is any SBI capable HSS instance available in the PLMN that can serve the IMS user. 
- 	If suitable SBI capable HSS instance(s) are found, the SBI capable IMS entity can use SBI IMS services to communicate with the selected SBI capable HSS instance. 
- 	If no SBI capable HSS instance is found for the IMS user, the SBI capable IMS entity shall then attempt to communicate with the HSS based on legacy Diameter procedures.
2.4.2 	User identity to HSS resolution on IMS Register
This section and the following sections 2.4.2 and 2.4.3 describe how an SBI capable HSS instance applicable to a given IMS user is selected when multiple SBI capable HSS instances supporting different sets of users are deployed in the PLMN. In particular, this section applies when the different SBI capable HSS instances are not deployed in the PLMN using IMPI/IMPU ranges, i.e. the SBI capable HSS instances are registered in NRF using only its HSS Group ID. 
NOTE: 	If the different SBI capable HSS instances are deployed in the PLMN using IMPI/IMPU ranges (i.e. register in NRF using IMPI/IMPU ranges), a suitable SBI capable HSS instance as defined in section 2.4.1. 


Figure 2.4.2-1: HSS resolution on register (1st case)
0. SBI capable HSS instances register in NRF as defined in Figure 2.4.1-1, steps 1 and 2. The SBI capable HSS instances register in NRF including the HSS Group ID they support. 
I-CSCF discovers the SBI capable HSS instances available in the PLMN as defined in Figure 2.4.1-1 steps 3 to 5. The I-CSCF stores the SBI capable HSS instances available in the PLMN with its supported HSS Group ID. 
1.	Same as TS 23.228 Figure 5.20 step 1.
2.	The I‑CSCF selects an HSS to handle the SIP Register. The I-CSCF checks in the list of available SBI capable HSS instances received from NRF in step 0. Since the SBI capable HSS instances are deployed only using Group ID, the I-CSCF cannot identify which SBI capable HSS instance is suitable for the given IMS user. Therefore, the I-CSCF sends a Nnrf_NFDiscovery_Request message to the NRF and includes as parameter the user identity which is stated in the REGISTER request.
3.	The NRF stores a mapping between HSS Group ID and IMPI(s), IMPU(s) to enable discovery of HSS using IMPI/IMPU. The NRF identifies the HSS Group ID the user identity provided by the I-CSCF belongs to, and answers to the I-CSCF with a Nnrf_NFDiscovery_Request Response message containing the HSS instance(s) that registered in NRF with such Group ID as indicated in step 0.
4.	The NRF answers with a Nnrf_NFDiscovery_Request message containing the HSS instance(s) supporting the HSS Group ID related to the IMS user in which the user's subscription data can be found.
5.	The I‑CSCF can proceed by querying the appropriate HSS via service-based interface.


Figure 2.4.2-2: HSS resolution on register (2nd case)
0. Same as in Figure 2.4.1-1 step 0. 
1.	Same as TS 23.228 Figure 5.20a step 1.
2.	The S‑CSCF selects an HSS to handle the SIP Register. The S-CSCF checks in the list of available SBI capable HSS instances received from NRF in step 0. Since the SBI capable HSS instances are deployed only using Group ID, the S-CSCF cannot identify which SBI capable HSS instance is suitable for the given IMS user. Therefore, the S-CSCF sends a Nnrf_NFDiscovery_Request message to the NRF and includes as parameter the user identity which is stated in the REGISTER request.
3.	Same as in Figure 2.4.1-1 step 3.
4.	The NRF answers with a Nnrf_NFDiscovery_Request message containing the HSS instance(s) supporting the HSS Group ID related to the IMS user in which the user's subscription data can be found.
5.	The S‑CSCF can proceed by querying the appropriate HSS via service-based interface.
[bookmark: _Toc536778176]2.4.3 	User identity to HSS resolution on UE Session Initiation



Figure 2.4.3-1: HSS resolution on UE INVITE
0. Same as in Figure 2.4.1-1step 0. 
1.	Same as TS 23.228 Figure 5.21 step 1.
2.The I‑CSCF selects an HSS to handle the SIP Invite. The I-CSCF checks in the list of available SBI capable HSS instances received from NRF in step 0. Since the SBI capable HSS instances are deployed only using Group ID, the I-CSCF cannot identify which SBI capable HSS instance is suitable for the given IMS user. Therefore, the I‑CSCF sends a Nnrf_NFDiscovery_Request message to the NRF and includes as parameter the user identity which is stated in the INVITE request.
3.	Same as in Figure 2.4.1-1 step 3. 
4.	The NRF answers with a Nnrf_NFDiscovery_Request Response message containing the HSS instance(s) supporting the HSS Group ID related to the IMS user in which the user's subscription data can be found.
5.	The I‑CSCF can proceed by querying the appropriate HSS via service-based interface.
[bookmark: _Toc536778177]2.4.4	User identity to HSS resolution on AS access



Figure 2.4.4-1: HSS resolution on AS access
0. Same as in Figure 2.4.1-1 step 0. 
1.	An AS selects an HSS. The AS checks in the list of available SBI capable HSS instances received from NRF in step 0. Since the SBI capable HSS instances are deployed only using Group ID, the AS cannot identify which SBI capable HSS instance is suitable for the given IMS user. Therefore, the AS sends a Nnrf_NFDiscovery_Request message to the NRF and includes as a parameter the Public User Identity.
2.	Same as in Figure 2.4.1-1 step 3.
3.	The NRF answers with a Nnrf_NFDiscovery_Request Response message containing the HSS instance(s) supporting the HSS Group ID related to the IMS user in which the user's subscription data can be found.
4.	The AS sends the appropriate Nhss service-based message towards the correct HSS.
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